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Certifications! 
 

 

More Certifications 
obtained! 

 
We would like to 
congratulate the following 
techs for working hard and 
obtaining certifications: 
 
Phil —CompTia Security + 
 
Troy —CompTia Security + 
 
Josh —CompTia Security + 
 
 
These certifications are a 
perfect companion to the 
CompTia Security 
Trustmark + Certification  
(which we are still the 1st 
and only in PA), that PC 
Works Plus earned in 2017. 
 
We are dedicated to helping 
our customers with their 
security and business 
continuity. 
 
More certifications to 
come next month! 
 
To see tech certifications visit: 
http://www.pcworksplus.com/
certifications/ 
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Small Businesses are becoming a 
more desirable hacking target 

Y ou might assume hackers aim for the one score that can bring them 
the attention and financial rewards they crave. We have found the oppo-
site to be true. Smaller businesses are becoming more desirable targets. 
A recent study from the Ponemon Institute found that 55 percent of small 
business respondents experienced a cyberattack in the last 12 months. 
That accounted for half of the companies surveyed overall. Being small 
does not shield businesses from cybersecurity threats  
 
Consider the following: 
 
1. You could be a stepping-stone to other organizations 
You may be privy to, or have access to, critical information from other 
organizations you work with. It is your job to protect your information as 
well as theirs. Your ability to do so may help to win additional business, 
additional revenue.  
 
2. Your data is just as valuable as anyone else’s is 
Personal identifiable information, or PII, does not change if you are a 
small business or large.  For example, names, addresses, social security 
numbers and credit card numbers are always desirable to cyber thieves. 
 
3. Your defenses are less sophisticated 
The reality is that many small businesses lack the resources, both finan-
cial and time, to create complete security plans. To a hacker, this is like 
walking through an open door.   
 
4. Security incidents can wreak havoc on your business 
Consequences include: reputation damage, regulatory penalties, business 
losses and system damage. The stakes are high, and you cannot afford to 
experience any of these! 
 
 
Email Compliance@pcworksplus.com or call 814-
742-9750 to start the conversation and schedule 
your  
RISK ASSESSMENT.  This is the 1st step in a  
successful proactive approach!  

 

Month’s Focus 
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Miss any of our Newsletters with important tech information from PC Works Plus?   

Check out the archive of past newsletters and free reports. 

http://www.pcworksplus.com/tech-tips-tricks-and-industry-news/newsletter-archive/ 
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Best Practice  - Make rebooting your PC part of your daily routine.  When leaving at the end of the 
day, restart your pc and shut off your monitors.  When you come in the next day, your pc will be 
fresh and ready. 
 
Rebooting your PC daily can help with some common issues such as: 
 
 

 My PC is running slow.  This could be that one of your programs are taking too much of your memory. 

 I can’t print.  Printers can sometimes get finicky and need to have your PC let it know that it is time for a reset. 

 I can’t access the internet.  Technical “glitches” sometimes happen when talking to your PC.  Rebooting helps 
reestablish the connection and gets you back on the internet. 

 Why are my Windows updates behind?  Some updates require your PC to be rebooted in order for the update to 
complete.  If this is not done, you could be behind on some important updates that resolve security and perfor-
mance issues on your PC. 

 
 

Lowlife internet scum are 
trying to benefit from the 
Florida Parkland school 
shootings  
They are now sending out phishing campaigns with topics and hashtags like Parkland, guncontrolnow, Florida, gun-
control, and Nikolas Cruz that try to trick you into clicking on a variety of links about blood drives, charitable dona-
tions, "inside" information or "exclusive" videos. Don't let them shock you into clicking on anything, or open possi-
bly dangerous attachments you did not ask for! 
 
Anything you receive about the Parkland shooting, be very suspicious. With this topic, think three times before 
you click or tap your phone. It is very possible that it is a scam, even though it might look legit or was forwarded 
to you by a friend -- be especially careful when it seems to come from someone you know through email, a text or 
social media postings because their account may be hacked. 
 
In case you want to donate to charity, go to your usual charity by typing their name in the address bar of your brows-
er and do not click on a link in any email. Remember, these precautions are just as important at the house as in the 
office, and tell your family and friends. 

If you have subscribed to our KnowBe4 training for employees, you will see the Phish Alert but-
ton in your email. Click to report any suspicious email.    

Training employees on what to look for in an email and not fall victim is a process of constant 
reminding.  If you would like more information on training for your organization, please email  

compliance@pcworksplus.com .  
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